
Data Protection Full Assessment
Impact Assessment Id: #763

1.0 Screening Information

Project Name
Worcestershire Local Authority Code of Conduct for Issuing Penalty Notices

Name of Project Sponsor
Wcc

Name of Project Manager
Sarah Wilkins

Name of Project Lead
Yusuf Hussain

Please give a brief description of the project
Review and Amendment of Local Authority Code of Conduct in line with Government / DFE Working together  to Improve School
Attendance guidance published 29th February 2024 and applicable from 29th August 2024.
The DFE has introduced some changes to the charges applicable for Penalty Notices  for leave in term time & unauthorised absences
from school and recommendations on frequency of use, duration and likely legal action for repeated offences.

Data Protection screening result
Will require a full impact assessment

Equality and Public Health screening result
Does not need a full impact assessment

Environmental Sustainability screening result
Does not need a full impact assessment

1.1 Background and Purpose

Background and Purpose of Project?
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https://ico.org.uk/for-organisations/guide-to-data-protection/guide-to-the-general-data-protection-regulation-gdpr/lawful-basis-for-processing/special-category-data/




https://worcestershirecc.sharepoint.com/whatwedo/consultationtoolkit








USB devices are automatically encrypted before any Council/WCF data can be added.
Mitigated Risk
Likelihood - Unlikely
Severity - Some Impact
Score - Low
Result 
Reduced

Risk of re-identification of pseudonymized or anonymised data (e.g. collecting matching and linking identifiers and
information may result in information that is no longer safely anonymised)

No Risk

Risk that information is transferred to a ‘third country’ without adequate safeguards

No Risk

Financial and reputational
Risk of identity theft or fraud

No Risk

Risk of financial loss for individuals or other third parties

No Risk

Risk of financial loss for the Council (including ICO fines)

Unmitigated Risk
Likelihood - Unlikely
Severity - Serious Impact
Score - Medium
Mitigation/Solution
All Council systems are approved before use, staff are trained on how to use them.  Staff are informed about how to report any
actual or suspected data breach if any occurs to ensure a prompt response is completed.
Mitigated Risk
Likelihood - Unlikely
Severity - Serious Impact
Score - Medium
Result 
Reduced

Risk of reputational damage to the Council, partners, and processors

No Risk

Health, safety and wellbeing
Risk of physical harm to individuals

No Risk

Risk of physical harm to staff and workers

No Risk

Risk of discrimination

No Risk

Risk of other significant economic or social disadvantage

No Risk

Individuals Rights
Data protection legislation gives data subjects’ various rights (listed below). Limiting or restricting any of these rights is likely to be a
significant impact so the justification for any restriction, as well as mitigations, must be fully outlined.

Inability to meet individuals’ right to be informed
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Unmitigated Risk
Likelihood - Likely
Severity - Some Impact
Score - High
Mitigation/Solution
All data protection rights are managed by the central Information Governance Team (CIGT).  All staff are regualrly reminded in
annual trainng that any such rights requests need to be sent over to the team for prompt action.
Mitigated Risk
Likelihood - Unlikely
Severity - Some Impact
Score - Low
Result 
Reduced

Inability to meet individuals’ right of access

Unmitigated Risk
Likelihood - Likely
Severity - Some Impact
Score - High
Mitigation/Solution
All data protection rights are managed by the central Information Governance Team (CIGT).  All staff are regualrly reminded in
annual trainng that any such rights requests need to be sent over to the team for prompt action
Mitigated Risk
Likelihood - Unlikely
Severity - Some Impact
Score - Low
Result 
Reduced

Inability to meet individuals’ right to rectify inaccurate data

Unmitigated Risk
Likelihood - Likely
Severity - Some Impact
Score - High
Mitigation/Solution
All data protection rights are managed by the central Information Governance Team (CIGT).  All staff are regualrly reminded in
annual trainng that any such rights requests need to be sent over to the team for prompt action
Mitigated Risk
Likelihood - Unlikely
Severity - Some Impact
Score - Low
Result 
Reduced

Inability to meet individuals’ right to restrict processing

Unmitigated Risk
Likelihood - Likely
Severity - Some Impact
Score - High
Mitigation/Solution
All data protection rights are managed by the central Information Governance Team (CIGT).  All staff are regualrly reminded in
annual trainng that any such rights requests need to be sent over to the team for prompt action
Mitigated Risk
Likelihood - Unlikely
Severity - Some Impact
Score - Low
Result 
Reduced

Inability to meet individuals’ right to object
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Not assessed

Inability to meet individuals’ rights relating to automated decision making and profiling

No Risk

Additional project specific risks 
No additional risks recorded

6 Declaration

I confirm to the best of my knowledge that the information I have provided is true, complete and accurate
Selected

I confirm that I will make sure that data protection has been and continues to be considered throughout the project life cycle and should
circumstances change in the project to include any processing of personal data a further Data Protection Impact Assessment Screening
will be carried out
Selected

7 Application Details

Last Updated Date Time
01/08/2024 18:36:08

Screening Submitted Date Time
19/07/2024 18:34:34

Last Reopened Date Time
No Date Recorded

Full s-
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9 Direct Questions

Question: 
Hi both, I've reviewed the Data Protection Impact Assessment and have added some risks to the processing.  This is because when
people are involved in processing there is always the risk that something may go wrong by accident - therefore difficult to state
categorically that there is 'no risk'.  

I would strongly recommend that you review the related privacy notice to check that this still adequately describes the processing
you are doing: https://www.worcestershire.gov.uk/school-attendance-legal-proceedings-privacy-notice.  I'll separately send you over
a word version of the notice so you can amend accordingly and send back to me to upload to the website - I note Babcock is still
listed so does need a bit of a tweak. This will need to be reviewed as part of the WCF transition back to WCC anyway so this would
be a good opportunity. 
Thanks, Becki
Asked by Becki Staite (BStaite@worcestershire.gov (Šc�
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